ESSENTIAL CYBERSECURITY FOR ARTS ORGANIZATIONS
APPLICATION TEMPLATE

A collaboration between the Rozsa Foundation, Calgary Arts Development, 
Calgary Foundation, and Technology Helps. 

For: Arts Organizations that are Registered Charities or Registered Non-Profits

You are welcome to complete your grant writing in this template and then copy/paste your answers into the online form. All applications must be made via the online form, unless an alternate application process was determined in collaboration with the Rozsa Foundation. 

Unless otherwise indicated, a response to each question is required. 




Organization Name:
Organization Mailing Address:
Organization Phone Number:
Organization Website (if applicable):

Organization Mandate or Statement of Purpose:

Organizational Structure (check box – can only select one)
· Registered Charity
· Registered Non-Profit
NOTE: Organizations must be operating as either a registered non-profit or a registered Canadian charity to be eligible for this program.

Charitable Registration Number (for Registered Charities only):

Non-Profit Registration Number (for Registered Non-Profits only):

Artistic Discipline:
Requested for internal statistical reporting. 

Annual operating budget:
NOTE: Organizations must have an annual operating budget of at least $250,000 to be eligible for this program.

Number of Full Time Staff: 
Number of Part Time Staff:

Year Organization was founded: 

Primary Contact Name:
Primary Contact Email:
Primary Contact Phone Number:
Primary Contact Job Title: 

NOTE: The Primary Contact will be the Rozsa Foundation's main organizational contact for the purposes of managing this application. Information about your organization's proposed Project Lead is requested below. 

Board Chair First Name:
Board Chair Last Name:
Board Chair Email:
Board Chair Phone Number:
Board Chair Position Title: 


Current State and Vulnerabilities
Tell us about the technology systems you are currently using at your organization, including any digital protections your organization has in place. Where do you see vulnerabilities in your current systems and processes?


Total Number EverSecure Participants
Approximately, what is the total number of staff members and others (contractors, board members, etc) in your organization who have access to digital systems (email access, file sharing, accounting systems, etc) who will be required to participate in EverSecure?


Project Lead
Organizations must commit to designating a staff member as Project Lead to liaise with Technology Helps. We estimate this commitment to be 10–15 hours of the Project Lead’s time for meetings, information gathering, and implementation of tasks. 

Project Lead Name:
Project Lead Email:
Project Lead Phone Number:
Project Lead Job Title:

Applicant Organization Commitments

If approved, we commit to providing the necessary Project Lead staff time to work with TechHelps to complete the implementation of EverSecure at our organization.
· YES 
· NO

If approved, we will commit the time necessary for ongoing staff training and to ensure it is completed by all staff, and others who have access to our digital systems (contractors, board members, etc).
Approximately 1 hour per person per quarter.
· YES 
· NO

If approved, we commit to implementing the recommendations received through EverSecure wherever possible/feasible.
· YES 
· NO


Additional Comments (optional)
Please share anything else you think we should know.



Most Recent Financial Statements
Please upload a PDF copy of your organization's most recent audited financial statements to the online form. 

Please note that uploads will not be saved between online sessions, so please upload all files when you are ready to submit. 

Files must be 2MB or smaller. PDF files only please.  





